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Recertifying DA User Roles and Functions 

 
Introduction This guide provides the procedures for users to recertify their Direct 

Access (DA) user roles and functions in DA. 

 
IMPORTANT ** If a User Role or Function is no longer required or additional 

roles are needed, STOP.  Adding or removing user roles means this 

is NO LONGER A RECERTIFICATION; a new request must be 

submitted to add and/or remove user roles.    

 

For more information on adding or removing user roles, see the Direct 

Access User Roles and Functions user guide. 

 
Procedures See below. 

 

Step Action 

1 After selecting Requests from the My Homepage drop-down, click on the Self 

Service Requests tile. 

 
 

1.5 Select the User Access Request option. 

 
 

 

 

Continued on next page 

https://www.dcms.uscg.mil/Portals/10/CG-1/PPC/GUIDES/USERACCESS/Requesting%20New%20User%20Roles.pdf
https://www.dcms.uscg.mil/Portals/10/CG-1/PPC/GUIDES/USERACCESS/Requesting%20New%20User%20Roles.pdf
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Recertifying DA User Roles and Functions, Continued 

 
Procedures, 

continued 
 

 

Step Action 

2 The User Access Request page will display. Click Initiate Request. 

 
 

3 Any Current Roles and Current Functions for the member will display.  Click 

View All (if necessary) to view the entire list of Current Roles and Current 

Functions. 

 

NOTE:  When members PCS, their Roles are reset to Self-Service only.  See the 

Direct Access User Roles and Functions user guide for information on how to 

add Roles and Functions.  

 
 

 

Continued on next page 

https://www.dcms.uscg.mil/Portals/10/CG-1/PPC/GUIDES/USERACCESS/Requesting%20New%20User%20Roles.pdf
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Recertifying DA User Roles and Functions, Continued 

 

Procedures, 

continued 
 

 

Step Action 

4 Review each Role and Function to ensure they are still valid.  ** If a Role or 

Function is no longer required or additional roles are needed, STOP.  

Adding or removing user roles means this is NO LONGER A 

RECERTIFICATION; a new request must be submitted to add and/or 

remove user roles.  See the Direct Access User Roles and Functions user guide 

for procedures to add or remove User Roles and Functions.  

 

NOTE:  Do NOT remove the CGROWSEC_CGAD role.   

 
 

5 If everything is accurate, click View All in the Add Functions section. 

 
 

 

Continued on next page 
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Recertifying DA User Roles and Functions, Continued 

 

Procedures, 

continued 
 

 

Step Action 

6 Scroll through the list of Functions and select CG Roles Recertification. 

 
 

7 Scroll to the bottom of the page and enter the Justification for the User Access 

Request (required).  Enter the Approver ID (approver’s Employee ID number) 

or use the Lookup to locate the approver’s Employee ID number.   

 

Review the statement and check the Acknowledgement box.  Click Submit for 

Approval.  

 
 

 

Continued on next page 
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Recertifying DA User Roles and Functions, Continued 

 

Procedures, 

continued 
 

 

Step Action 

8 Once submitted, the request will be placed in a Pending status and email 

notification will be sent to the Approver.  It is important to follow up with the 

Approver.  If the User Access Request is not approved within 30 days, DA will 

automatically terminate the request and email the submitter to submit a new 

request.   
 

NOTE:  Once the Approver approves the request, it will be sent to PPC for final 

approval.   

 
 

 
 

 

 


