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Work Place Violence Protocol

D13 Units
Introduction

	
	This guide instructs D13 units on the protocol for handling workplace violence and threatening behavior.


	Reference
	COMDTINST 5370.1A, Workplace Violence and Threatening Behavior


Point of Contact

	Resource
	Phone Number

	Employee Assistance Program Coordinator(s) (EAPC)
	(206) 217-6607 Office or
(503) 861-6327 Office

	HSWL Regional Manager (RM)
	(206) 217-6611 office or
(800) 872-4957 ext 313

	Work-Life Staff After Hours Urgent Cell Phone
	(206) 595-6435

	Coast Guard Investigative Services (CGIS)
	(206) 220-7301

	CGIS Threat Assessment Unit
	(202) 372-3057

	Definitions
	


	Term
	Description

	Threatening Behavior
	Any gesture or threat, either overt or implied, indicating an individual may become physically aggressive at the workplace.

	Violence
	Any act or attempted act of physical aggression or harm by an individual.

	Crisis Intervention Team (CIT)
	A multidisciplinary team which is convened to forestall workplace violence or further occurrences of violence by using the immediately available information to place the appropriate resources at the disposal of the commander and to initiate existing processes such as administrative or criminal investigation, personnel actions, or CG SUPRT Employee Assistance Program (EAP) counseling.
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Emergency Situations

	Step
	Action

	1
	Secure safety of affected unit personnel.

	2
	Notify base security or local law enforcement agency.

	3
	Notify CGIS.

	4
	Obtain professional screening for perpetrator at nearest military treatment facility, or civilian medical facility through clinic.

	5
	Assess Risk:

(1) Level 1 - Low Risk of Violence but warning signs are present.  Supervisor has meeting with employee to seek an understanding of his/her behavior, and seeks cooperation and resolution of any problems.  Counsels employee informally and/or takes disciplinary action as needed.  Normally does not necessitate activation of a CIT by the command.  Supervisor, however, keeps chain of command informed of situation and resolution.

(2) Level 2 - Moderate Risk of Violence – threatening behavior present.  Situation is considered safe?  Supervisor attempts to defuse situation, informs chain of command of situation, and immediate resolution.  Convening a CIT may or may not be needed, depending on the person’s cooperation and problem resolution.  If the situation is not considered safe, the supervisor responds as indicated for Level 3.  Supervisory personnel should consider disciplinary action in these situations.

(3) Level 3 - High Risk of Future Violence – specific threats, violence, intense anger, and evidence of intent present.  All involved take appropriate action to safeguard the workspace.  Command normally convenes a CIT with the assistance of the cognizant Health, Safety and Work-Life Field Office (HSWL FO) to ensure the workplace is safe.  As a separate action, command takes appropriate disciplinary action as needed.  All incidents at this level involving conduct by civilian personnel must be reported to the servicing Command Staff Advisor or Human Resource Specialist.

Assessing Level Two and Three Situations.  Commanders and supervisors should gather available relevant facts surrounding the incident and provide this information to the CIT, if convened.  The decision to convene a CIT rests with the commanding officer or civilian director of the organization in which the situation occurred.  The commanding officer or civilian director may delegate this authority in the interest of timeliness and expediency if not co-located in the vicinity where the incident occurred.  

	6
	Commands and CITs determine the severity of the situation and the proper course of action criteria:

(1) The listener's reaction.  Did that person report it immediately, or did he or she continue to work side-by-side with the alleged offender?  Or did the listener remove his/herself from the person’s presence?

(2) The listener's apprehension of harm.  What did he or she think would happen?  Did he or she think the offender was serious?

(3) The speaker's intent.  Was it a clear threat?  Could he/she have meant it a different way?  Does this person have the capacity to carry it out?  Was it an effort to intimidate management into changing a proposed disciplinary action, to impress workmates, to avenge a perceived slight, or to get attention for what he/she perceives is an unfair situation?  Has anyone asked the person what he/she intended?  What was the person’s answer?  When, after the threat, did the person provide clarification?  What was the person’s demeanor?
(4) Any conditional nature of the statements.  Did it include, “If this happens, I’ll (threat)”?  Examples: “If he makes me come in to work, I’m bringing my gun,” “If I receive bad marks he’s going to get what’s coming to him and it won’t be pretty, you just wait and see,” etc.
(5) The attendant circumstances.  What was the context of the statement?  What happened prior to the statement?  Did the statement come abruptly after receipt of adverse information or was it said some time later?

	7
	Follow-up Action.

(4) If a CIT is convened it should meet as needed until the situation is resolved and the threat of violence is no longer present.  The primary purpose of these meetings is to monitor the implementation of actions related to the incident and to make additional recommendations or to modify previous recommendations.  These follow-up meetings are particularly important to ensure on-going compliance with steps implemented to minimize an on-going threat.  For example, to ensure that new personnel are informed of procedures to prevent a potential assailant from having contact with a worker as he/she enters/exits the premises.  
(5) Critical Incident Stress Management (CISM) and other referrals.  The CIT should make recommendations for group interventions per reference (e) that will help restore a sense of well-being in the workplace.


	NOTE
	If Firearms or Other Weapons Are Involved:  If possible, evacuate all personnel from the area and prevent any further entry into the area.

	NOTE
	If There Has Been a Physical Attack:  If you can safely do so, keep the involved parties calm and separated until help arrives. In some cases they should be removed from the worksite or the building. 


Non-Emergency Situation

	Step
	Action

	1
	Notify your supervisor or, if not available, someone higher in the chain of command, or

	2
	Notify CGIS, Security Officer, Personnel Officer, Chaplain or other person in a position to report the incident to the proper official within the unit's chain of command.

	3
	Command consults with EAPC  and HR/Personnel to determine appropriate intervention(s), if any, and/or determine need to convene a CIT.

	4
	CIT convenes as necessary.
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